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25th Octob er 2013

OFFICE ORDER

The Security of ,priv.ate keys corresponding to the DAuthorities-(cA) to subscrib"r. hr. arways 0""n" 
"-rrtt",certificate poricy pertaining to rndia Frr rry, oown tn'"'iJ.r,ni,generation and instailation (section 6 of rn'oia pxi iF-Girior^also issued on vide our retter No. 13(2)r2oog-ccn ori"o

:e Keys, and the same has oeen re
f. minutes of meeting held with all C
iance to this requirement is however not entirery satisfactory andare put in prace to ensure that no crass z oi6tass 3 DSCs arerair has not been generated on a Frps 140_1/2-Lever 2 varidateJ

cAs are advised to ensure that procedures to give effect to the above are immediately
['"T%"J:|"*I ffJffff,:?ffi 

p'o'"" (ir not donl v"tl 'o that the secriitv or private Keyi

In respect of class 1 cerlificate, in case the subscriber does not wish to procure acryptographic device, the. corresponding risk should o" r"o" known to the subscriber and anundertaking taken from him/her io the irect tnat neisrre'iJ 
"*rr" 

of the risks associated withstoring private key(s) on a device other than a rrps i+d f,d vatiaated cryptographic module.
A compliance to this should be reported to the office of ccA within a month. This isbeing incorporated in the audit process.

To,
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3'o Floor, "Tidel park"
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